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(57) Abstract : 

The present invention relates to a multi-secret sharing scheme using an iterative method (100). The method (100) includes receive (102) m secrete images for applying a 
(2, n, m) multi secret sharing scheme; encode (106)m secret images; generate (106) n=m+1 share (S1, S2,…….Sm+1) to encode m secret images; distribute (108) 

n=m+1 share to the m participants; generate (110) qualify set of n=m+1 share; apply (112) OR operation between shares of qualified set of n=m+1 share and source 

images to reconstruct. The method (100) discloses in the present use for m secret images. The method (100) has random and square shares, so share handling becomes 
easy. The major advantage method (100) is that it used XOR operation. So alignment problems do not arise at the time of decryption.  
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